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COMMERCE
one of the drivers of 

movement of people and 

goods; and now, of data and 

information. 



TECHNOLOGY
technology has become an integral part of the most mundane 
activities of individuals and the most complex operations of 

businesses



The demand and necessity for the 
protection of these resources and 

assets also rises. 



CYBERSECURITY
This is where

comes in.



D I C T  M I L E S TO N E S







Key Strategic Imperatives

Protection of 

Critical 

Infostructur

e (CII)

Protection of 

Government 

Networks 

(Public and 

Military)

Protection of 

Businesses 

and Supply 

Chains

Protection of 

Individuals

Public Networks thru 

establishment of CERTs

Military Networks thru 

establishment of Cyber Defense

Centers (DND, NSC, AFP)

CyberSecurity

Assessment and 

Compliance 

Programs 

National Common 

Criteria Evaluation 

and Certification 

Program

CyberSecurity

Education 

Campaign 

Program



Critical Info structure



MEMORANDUM 

CIRCULAR 

005
PRESCRIBING THE RULES, POLICIES, AND REGULATIONS ON THE 

PROTECTION OF CII STIPULATED IN THE NATIONAL 

CYBERSECURITY PLAN (NCSP) 2022



PROTECTING THE SUPPLY CHAIN



CYBERSECURITY 
AWARENESS



THE NCERT WEBSITE
www.ncert.gov.ph





National Database for 
cybersecurity incidences











www.phcybercon.com



Why #CyberResilientPH?



#CyberResilientPH



#CyberResilientWorld
#CyberResilientPH



Disclaimer: These slides  are originally presented in CSA APAC Congress 2018, Manila, Philippines. 

Do not distribute or recreate copies.  For more information please email:  membership@csaphilippines.org


